**DIGITAL SIGNATURE COMPLIANCE**

These needs to have in digital signature, based on the Indonesian regulation rules.

1. As for the data related to the Signatory shall be stored in the data storage facility, which using reliable system owned by the E-Signature Operator or the Supporting E-Signatures Service (software/system), who can detect any changes.
2. Any alteration to e-signatures that occurs after the time of the signing must be traceable
3. Electronic signature stored using electronic certificate from the certificate provider (Verisign, etc) or owned certificate.
4. Electronic Signatures must at least include:

* Identity data of the signatory
* Creation time
* Information to be signed (e.g. contract, agreement, etc).

1. Electronic signatures must be stored using cryptography techniques
2. To use / open the digital signature must apply a combination of at least 2 (two) factor authentication. (username, password, id, birthdate, etc.).